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Data Protection Impact Assessment (DPIA) Screening Checklist
_________________________________________________________________

[Please note that a project in this context is a business change within a set time period. We are not using the word project in accordance with the definition set by the Strategic Portfolio].
A DPIA is a process to help you identify and minimise the data protection risks of your project.  Data protection law makes it a legal requirement to have in place appropriate technical and organisational measures to implement the principles of data protection and safeguard people’s privacy rights.  This is referred to as ‘data protection by design and by default’.  It’s about building data protection into your project, from design stage, right through the lifecyle.
This checklist will help us decide if you need to do a DPIA.  Please send your completed checklist to dataprotection@dmu.ac.uk. The Information Governance Manager will assess whether a DPIA is required and return the checklist to you with a decision.  
	
	Project title
	

	
	Project manager (name and email address)
	

	
	Project sponsor (name and email address)
	


	
	
	Yes
	No

	1
	Does your project involve a new system or technology?
	
	

	2
	Does your project involve a change of scope to an existing system or process?
	
	

	3
	Will you be processing new items of data that are not already being processed by a relevant existing system?
	
	

	4
	Will you be processing special category data on a large scale (more than 20 data subjects)?
	
	

	5
	Will you be processing criminal offence data on a large scale (more than 20 data subjects)?
	
	

	6
	Will you be using systematic or extensive profiling or automated decision making?
	
	

	7
	Will you need to provide additional information to data subjects that is not covered by DMU’s Privacy Notice?   
	
	

	8
	Will you be processing data about children or vulnerable adults?
	
	

	9
	Will you be processing data that could result in a risk of physical, emotional, reputational or financial harm in the event of a security breach?
	
	

	10
	Will you be processing personal data outside of the EEA, not recognised as adequate by the European commission, or not covered by the US Privacy Shield?
	
	

	Comments:



	DPIA required? 
	Yes
	
	No
	



Name: 
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